Информация

о проведении урока по цифровой

грамотности и кибербезопасности

в МКОУ «Новокулинская СОШ№1»

В условиях стремительного развития технологий и увеличения объемов, обрабатываемых данных, защитить личную информацию становится важной задачей для всех. Неправильное обращение с информацией может привести к серьезным последствиям.

Чтобы повысить уровень грамотности и в целях более широкого информирования учащихся по вопросам информационной безопасности в нашей школе были проведены мероприятия по кибербезопасности в 8-11 классах.

На мероприятиях было сказано как мошенники обманным путем получают данные для доступа к личным кабинетам и приложениям. Используя нейротехнологии, способны подделывать аккаунты и голоса, создавая видеосообщения, сгенерированные искусственным интеллектом, от имени ваших знакомых и руководителей. Зачастую мошенники представляются сотрудниками различных служб или предлагают финансовые выигрыши. Данный подход известен как социальная инженерия. Были даны советы, которые помогут защититься от мошенников:

* Будьте бдительны: если разговор кажется подозрительным, завершите его и перезвоните в организацию по официальным номерам.
* Проверяйте способ связи.
* Не сообщайте логины и пароли: Читайте назначение смс-кодов и не делитесь ответами на контрольные вопросы.
* Следите за актуальностью номера: убедитесь, что номер, к которому привязан аккаунт, актуален.
* Используйте сложные пароли: меняйте их регулярно и подключайте двухфакторную аутентификацию.
* Проверяйте адрес страницы: убедитесь, что сайт - это официальный ресурс .

Раздали детям памятки:

КАК ЗАЩИТИТЬСЯ ОТ МОШЕННИКОВ: ПРОСТЫЕ ПРАВИЛА.